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1.0 Introduction





The document contains a number of discussions and proposals for H.323, H.225, H.245 and H.450.x.





2.0 H.323 Comments





2.1 SSRC in OpenLogicalChannel





In H.323 Section 8.3.4, we state that the source endpoint shall place its SSRC value in the H2250LogicalChannelParameters without specifying where to do so. (There is no SSRC field defined for that message.) 





In Section 8.4.3.1, we state the following:


A4c) The master may send  the terminalNumberAssign message to the endpoints. The endpoints shall use the 8 bit terminal number, and not use the 8 bit MCU number, from the 16 bit number assigned  as the low 8 bits of the SSRC field in the RTP header. These low 8 bits in SSRC then identify the streams from a particular endpoint.





Given that the MC is assigning the terminalNumber, there is no need for an endpoint to place its SSRC in the openLogicalChannel. As mentioned before, there is no place to put it in that message anyway.  The text in 8.3.4 (Correlation of Media Streams in Multipoint Conferences ) should be clarified as follows:


“The following method shall be used to associate a logical channel with an RTP stream within a multipoint conference. The media stream source endpoint, sends the openLogicalChannel message to the MC. The source endpoint shall place its SSRC value in the H2250LogicalChannelParameters. The MC shall add the TerminalLabel of the source endpoint to the destination field in H2250LogicalChannelParameters before forwarding the message to the destination endpoint.  In the multi-unicast model, the source endpoint shall enter the TerminalLabel of the destination endpoint in the destination field and the MC shall replace the destination field with the TerminalLabel of the source endpoint before forwarding the OpenLogicalChannel message to the destination endpoint.


The destination endpoint may associate the logical channel number with the RTP stream source by comparing the lower 8 bits of the TerminalLabel SSRC obtained from the OpenLogicalChannel message with the lower 8 bits of the SSRC in the RTP header. If the SSRC field is not present in the OpenLogicalChannel the receiver may associate the logical channel to the RTP stream by comparing the TerminalLabel obtained from the OpenLogicalChannel message with the lowest byte8 bits of in the SSRC (see 8.4.3.1, #A4c).”











2.2 Substitute Conference ID (CID) is a problem for GateKeeper





The following paragraph should be added to the section on Cascading in H.323. Currently the substitute CID command does not address what happens on the RAS channel.





“Endpoints which receive a substitute CID message during a call, shall continue to use the CID used in the previous RAS messages (e.g. ARQ, BRQ, etc.) when conversing with its Gatekeeper for the duration of that particular call.”





2.3 CRV Clarification





Amotz Shemi raised an issue on the reflector which requires clarification.





In Section 7.4 of H.323, we state that “the same CRV shall be used  …. between two entities” where this refers to either “endpoint to endpoint” or “endpoint to Gatekeeper”. 





In the case of a Gatekeeper routed call, the H.225 channel may be coming from the Gatekeeper which an endpoint is also registered to. I think our intent was to say that the CRV between two entities shall be the same for each link type, (e.g. the CRV on H.225 between two entities and the CRV on the RAS channel between two entities are unique and consistent for the duration of a call but they are independent) H.323 endpoints never need to know what call model is in use so the text in section 7.4 (Call Reference Value) should be changed as follows:





“All call signalling and RAS messages contain a Call Reference Value (CRV).  Refer to H.225.0. There is a CRV for the call signalling channel and one for the RAS channel which are independent. A CRV is used to associate all the call signalling and RAS messages between two entities related to the same call between two entities” 











2.4 Multipoint Mode and Multipoint Conference Command





As Mr. Klaghofer pointed out on the reflector, there is some inconsistent use the of multipoint H.245 commands in H.323





In Section 8.3.5, we mention multipointConference:


It is presumed that the CommunicationModeCommand is defining the modes of a conference and is therefore sent after the multipointConference indication which notifies an endpoint that it must comply with the commands of the MC. Endpoints should wait for a CommunicationModeCommand before opening logical channels when they have received a multipointConference indication.





In Section 8.4.3 of H.323 we mention multipointModeCommand :


C3)The MC shall send multipointModeCommand at this time to all the three endpoints.





The intent of these messages were the equivalent of MCC for multipointConference and MMS for multipointModeCommand as defined in H.245.





H.245 definitions:


multipointConference indicates that the terminal is joined to an H.243 multipoint conference, and the terminal is expected to obey bit rate symmeterization. However, bit rate symmeterization will be enforced via FlowControlCommand messages. Note that multipointConference has exactly the same meaning has MCC in H.230. Note that multipointConference, like MCC, does not require mode symmetry.





A terminal that receives multipointModeCommand shall comply with all received mode requests, until the command is cancelled by receipt of cancelMultipointModeCommand. A mode request may be sent to a terminal whose currently valid capabilities contain no transmission capabilities when multipointModeCommand has previously been sent.





Section 8.4.3, Note C3 should be changed to say multipointConference. (e.g. the H.230 MCC equivalent)





2.5 AD HOC MULITPOINT





On another reflector point from Mr. Klaghofer, he points our that the text in Section 8.1.7 implies that that the MCU cannot make use of Ad-hoc conference procedures. The text itself further restricts “the adding of an MC or MCU into a call for ad hoc purposes” to the Gatekeeper Routed Call Model. This is certainly not required or the desired intent of this text. We propose that the text in 8.1.7 be changed as follows:





“In an Ad Hoc Multipoint Conference where there is no MC within the endpoints and the Gatekeeper would like to provide an Ad Hoc service for the endpoints, the H.245 Control Channel canshall be routed through the Gatekeeper.  Initially the H.245 Control Channel wouldwill be routed between the endpoints through the Gatekeeper.  When the conference switches to multipoint, the Gatekeeper may connect the endpoints to an MC associated with the Gatekeeper.


In an Ad Hoc Multipoint Conference where one or both of the endpoints contains an MC, the normal call setup procedures defined in Sections 8.1.1 throughthru 8.1.5 are used. The master slave determination procedure is used to determine which MC will be the active MC for the conference. These procedures apply even if one of the endpoints which contains an MC is actually a MCU.”





2.6 H.323 Annex A Corrections


The H.245 Table in H.323 Annex A is out of date. The tables should be updated as follows:





Add Conference Request and Response Messages:





Terminal List Request�
O�
O�
�
Drop Terminal�
O�
O�
�
Make Me Chair�
O�
O�
�
Cancel Make Me Chair�
O�
O�
�
Enter H.243 Password�
O�
O�
�
Enter H.243 Terminal Id�
O�
O�
�
Enter H.243 Conference ID�
O�
O�
�
Request Terminal ID�
O�
O�
�
Terminal ID Response�
O�
O�
�
MC Terminal ID Response�
O�
O�
�
Enter Extension Address�
O�
O�
�
Enter Address Response�
O�
O�
�
Terminal List Response�
O�
O�
�
Make Me Chair  Response�
O�
O�
�
Conference ID Response�
O�
O�
�
Password Response�
O�
O�
�



Modify the Command table as follows:





Message�
Receiving Endpoint Status�
Transmitting Endpoint Status �
�
Send Terminal Capability Set�
M�
M�
�
Encryption�
O�
O�
�
Flow Control�
M�
O�
�
End Session�
M�
M�
�
Miscellaneous Commands�
�
�
�
	Equalize Delay�
O�
O�
�
	Zero Delay�
O�
O�
�
	Multipoint Mode Command�
M�
O �
�
	Cancel Multipoint Mode Command�
M�
O �
�
	Video Freeze Picture�
M�
O�
�
	Video Fast Update Picture�
M�
O�
�
	Video Fast Update GOB�
M�
O�
�
	Video Fast Update MB�
M�
O�
�
	Video Temporal Spatial Trade Off�
O�
O�
�
	Video Send Sync Every GOB�
O�
O�
�
	Video Send Sync Every GOB Cancel�
O�
O�
�
MCLocationIndication�
M�
O�
�
	Terminal ID Request�
O�
O�
�
	Terminal List Request�
O�
O�
�
	broadcast me�
O�
O�
�
	cancel Broadcast Me�
O�
O�
�
	Make Terminal Broadcaster�
O�
O�
�
�
�
�
�
	Send This Source�
O�
O�
�
	Cancel Send This Source�
O�
O�
�
	Drop Terminal�
O�
O�
�
	Make Me Chair�
O�
O�
�
	Cancel Make Me Chair�
O�
O�
�
	Drop Conference�
O�
O�
�
	Enter H.243 Password�
O�
O�
�
	Enter H.243 Terminal Id�
O�
O�
�
	Enter H.243 Conference ID�
O�
O�
�
	Request Terminal ID�
O�
O�
�
	Terminal ID Response�
O�
O�
�
	Terminal List Response�
O�
O�
�
	Video Command Reject�
O�
O�
�
	Make Me Chair  Response�
O�
O�
�
Conference Commands�
�
�
�
	broadcast My Logical Channelme�
O�
O�
�
	cancel Broadcast My Logical ChannelMe�
O�
O�
�
	Make Terminal Broadcaster�
O�
O�
�
Cancel Make Terminal Broadcaster�
�
�
�
	Send This Source�
O�
O�
�
	Cancel Send This Source�
O�
O�
�
	Drop Conference�
O�
O�
�
�
�
�
�



Modify the Indications Table as follows:





Message�
Receiving Endpoint Status�
Transmitting Endpoint Status �
�
Function Not Understood�
M�
M�
�
Function Not Supported�
M�
M�
�
Miscellaneous Indication�
�
�
�
	Logical Channel Active�
O�
O�
�
	Logical Channel Inactive�
O�
O�
�
	Multipoint Conference �
M�
O�
�
	Cancel  Multipoint Conference�
M�
O�
�
	Multipoint Zero Comm�
O�
O�
�
	Cancel Multipoint Zero Comm�
O�
O�
�
	Multipoint Secondary Status�
O�
O�
�
	Cancel Multipoint Secondary Status�
O�
O�
�
	Video Indicate Ready to Activate�
O�
O�
�
	Video Temporal Spatial Trade Off�
O�
O�
�
Video Not Decoded MBs�
�
�
�
Conference Indications�
�
�
�
	SBE Number�
O�
O�
�
	Terminal Number Assign�
M�
O�
�
	Terminal Joined Conference�
O�
O�
�
	Terminal Left Conference�
O�
O�
�
	Seen By At Least One Other�
O�
O�
�
	Cancel Seen By At Least One Other�
O�
O�
�
	Seen By All�
O�
O�
�
	Cancel Seen By All�
O�
O�
�
	Terminal You Are Seeing�
O�
O�
�
	Request For Floor�
O�
O�
�
              vendor Indication�
�
�
�
              MCLocationIndication�
M�
O�
�
Jitter Indication�
O�
O�
�
H.223 Skew Indication�
F�
F�
�
H2250MaximumSkewIndication�
O�
M�
�
New ATM Virtual Channel Indication�
F�
F�
�
User Input�
M (for 0-9, * and #)�
M (for 0-9, * and #)�
�
�
�
�
�
�
�
�
�
�
�
�
�



2.7 Editorial Comments


In Section 7.6, page 44, all of the conference goals are not listed.


In Section 8.1.6, page 54, first paragraph, second sentence, ACF should be ARJ.


In Section 8.3.1, page 58, Appendix B should be Appendix A.


In Section 8.3.5, page 60, last sentence, Appendix C should be Appendix B.





3.0 H.225 Comments





3.1 Destination Address in the Setup Message (H.225.0 Section 8.3.10)





The destinationAddress in the Setup message is useful for proxies and for dialing scenarios such as Gatekeeper routed calls. This information can be used to validate that the call is going to the right place and as stated in the current implementers guide, it can be used as a routable address by a proxy.





The proposal is to make this field mandatory for version two terminals. In H.225, change the text describing the destinationAddress for the Setup message as follows:





destinationAddress - this is the address the endpoint wishes to be connected to. The primary address shall be first.  When calling an endpoint using only an E.164 address, this address shall be placed in the Q.931 IE. The destinationAddress shall be included in the SETUP message by Version 2 terminals who are dialing a H.323, url, or email ID. (Note: This has to be the actual ID - not the IP address)








3.2 H.263 Video Packetization


Given that the current implementations of H.263 are using the timed-out IETF packetization, we would like to support using the MediaPacketizationCapability field in H.245 to handle the addition of the approved H.263 packetization document and any further packetizations. For Version 2 of H.323, we should add an H.263aVideoPacketization to handle the adopted H.263 packetization by the IETF. The reference to this packetization when added should require that h263aVideoPacketization be selected when using that packetization format, otherwise the standard packetization which is the timed-out version should be used





MediaPacketizationCapability	::=SEQUENCE


{


	h261aVideoPacketization	BOOLEAN,


	…,


	h263aVideoPacketization	BOOLEAN


}





H.450 Comments





This document contains a number of proposals for H.450 series of documents.


4.1 H.450.1


4.1.1 Call Independent procedures


There needs to be a new conference goal in the Setup message’s UUIE for call independent transport of H.450.1 Supplementary Service APDUs.  Add the new conference goal in Section 8.3.11 of H.323:


conferenceGoal:�	…�	supplementaryService - Transport of supplementary services APDUs.





In H.225 Section 7 add:


conferenceGoal		CHOICE


	{


		create		NULL,


		join		NULL,


		invite		NULL,


		...,


	capabilityNegotiation	NULL,


	supplementaryService	NULL,


	callTransferConsulting	NULL


	},








In H.225 Section 8.3.11 add:





conferenceGoal:


	create - start a new conference


	invite - invite a party into an existing conference


	join - join an existing conference


	capability-negotiation - negotiate capabilities for a later loosely-coupled conference� - indicates a desire to join an existing conference, start a new conference, or to invite a party to join an existing conference


	supplementaryService - setup link for call independent transport of H.450.1 Supplementary Service APDUs.


	callTransferConsulting - setup link to consult for call transfer





4.2 H.450.2


4.2.1 Release of the secondary call


The release of the secondary call during the SS-CT procedure should be optional if the secondary call exists prior to the primary call. The transfered-to endpoint should return a temporary identifier for the secondary call if the secondary call was established for consultation (i.e. it did not exist prior to the primary call) otherwise it may return a temporary identifer.  If the transfered-to endpoint receives the temporary identifer from the transfered endpoint the secondary call is released automatically as part of the SS-CT procedure otherwise it will be up to the user to release it.


4.2.1.1 Proposed changes to documents


- Add the new conference goal in Section 8.3.11 of H.323:


conferenceGoal:�	…�	callTransferConsulting - Consult for call transfer.


- Change sections 5, 7.2, and 9.1 of H.450.2 to reflect the optional release of the secondary call as follows (changes in bold):


5.	Description


…


The initial call between user A and user B (primary call) must be answered before transfer can be initiated. On invocation of call transfer, if a call between user A and user C exists (secondary call), the transferred-to endpoint (user C) is informed of the pending call transfer, and transfer only proceeds if this endpoint agrees. In this case if the secondary call has been established for consultation the transferred-to endpoint shall return a temporary identifier to be used in the subsequent transfer procedure to identify the secondary call. If the secondary call has been established prior to the primary call the transfered-to endpoint may return a temporary identifier to identify the secondary call.


The transferring terminal (user A) requests the transferred endpoint (user B) to call the transferred-to endpoint (user C). The transferred endpoint then establishes a call to the transferred-to endpoint (transfer by rerouteing) and includes the temporary identifier for the secondary call if the temporary identifier is specified by the transfered-to endpoint. 


The primary call is retained until the first acknowledgement has been received from the transferred-to endpoint (user C), and is then released. This means that the primary call remains in place if call transfer fails before that stage. If the secondary call exists it is retained until the new call request arrives at the transferred-to endpoint and is then released.  The secondary call is optionaly released if the temporary identifier is not specified by the transfered-to endpoint.


… 


7.2	Normal procedures if also the secondary call exists


…


On receipt of a callTransferIdentify return result APDU on the secondary call the transferring terminal shall stop timer CT-T1, send a callTransferInitiate invoke APDU in a FACILITY message to the transferred endpoint, using the call reference of the primary call, start timer CT-T3 and enter state CT-Await-Initiate-Response. The invoke APDU shall contain elements rerouteingNumber and callIdentity with the values received in callTransferIdentify return result.


On receipt of a callTransferInitiate return result APDU on the primary call the transferring terminal shall stop timer CT-T3, clear the primary and secondary call if not already cleared, and enter state CT-Idle.  The secondary call is cleared if the transfered-to endpoint has specified an identifier in callTransferIdentify return result otherwise it is optinally cleared.


…


9.1	Normal procedures


On receipt of a callTransferIdentify invoke APDU on the secondary call the transferred-to endpoint shall determine whether it can participate in the call transfer. If it can it shall send a callTransferIdentify return result APDU in a FACILITY message on the secondary call, start timer CT-T2 and enter state CT-Await-Setup. The return result APDU shall contain user C’s address in element rerouteingNumber and a local identifier for the secondary call in element callIdentity if the secondary call has been established for consultation only or the transfered-to endpoint
