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This contribution proposes an additional supplementary service Terminal Mobility 


(SS-TM) to H.323.  It  elaborates on an earlier submission [APC-1171] with additional discussion on implementation options and procedures for a terminal based SS-TM.








Summary





Terminal mobility allows a portable H.323 terminal to disconnect from one H.323 network and reconnect to another and still be able to receive incoming calls.  This contribution proposes an additional supplementary service Terminal Mobility (SS-TM) applicable to a variety of multimedia services supported by H.323 endpoints.  It proposes a Proxy terminal based SS-TM to provide for terminal mobility in the absence of a Gatekeeper.  The Proxy terminal intercepts and provides the relocated-to address of the portable H.323 terminal to the call Originating endpoint, while the portable terminal is away from its home network.  This proposal builds on the call diversion procedures of the supplementary service Call Forwarding Unconditional (SS-CFU)  as specified in H.450.3, but with separate procedures included to activate/deactivate SS-TM and to register/deregister the relocated-to address of the portable terminal with the Proxy.�
1.  Introduction








Terminal mobility is the ability of a portable H.323 terminal to disconnect from one network and reconnect to another, irrespective of H.323 zones, and still be able to receive and respond to incoming calls.  This contribution proposes an additional supplementary service Terminal Mobility (SS-TM) applicable to a variety of multimedia services supported by H.323 endpoints.  It elaborate on an earlier submission [APC-1171] with additional discussion on implementation options and proposed procedures.











2. Implementation Options








2.1  Current Option





Provisions exist within the current H.323 specifications [H.323, H.225.0] to allow an endpoint or a Gatekeeper with which the endpoint is registered to issue a Location Request (LRQ) message in order to determine the Called endpoints contact information.  The Gatekeeper with which the Called endpoint is registered responds with a Location Confirmation (LCF) message containing the Called endpointÕs contact information while all other Gatekeepers with which the Called endpoint is not registered respond with a Location Reject (LRJ) message.  This capability allows a Called endpoint to disconnect from one network and reconnect to another and still be able to receive calls.  This option for terminal mobility, however, requires the presence of the Gatekeeper.








2.2  Proposed Terminal Based Option





This contribution proposes a Proxy terminal based SS-TM to provide for terminal mobility in the absence of a Gatekeeper.  The Proxy terminal intercepts and provides the relocated-to address of the portable H.323 terminal to the call Originating endpoint, while the portable terminal is away from its home network�.  The portable terminal in this case needs to register its relocated-to address with the Proxy terminal each time it disconnects from one network and reconnects to another.  








2.2.1  Choice of Proxy





The Proxy terminal may be any H.323 terminal connected to the portable terminalÕs home network.  A Proxy terminal may provide terminal mobility services to a single portable terminal or to a group of portable terminals having the same home network.





2.2.2 Call Interception by Proxy





In order to intercept and process calls destined to the portable terminalÕs address on the home network, the Proxy terminal may use IP aliasing to assign the portable terminalÕs address to itself.  This and other implementation dependent options that enable the Proxy terminal to intercept and process calls are beyond the scope of H.323 and this contribution. 











3.  Proposed Procedures for the Terminal Based SS-TM








The proposed procedures for the terminal based SS-TM builds on those specified for supplementary service Call Forwarding Unconditional (SS-CFU) [H.450.3], but with separate procedures included  to activate/deactivate SS-TM and to register/deregister the relocated-to address of the portable terminal with the Proxy.





The following steps outline the proposed procedures for this implementation option:





1.  A portable H.323 terminal about to disconnect and move from its home network activates SS-TM on the Proxy terminal through the exchange of an activateTM invoke APDU in a SETUP message and an activateTM return result APDU in a CONNECT message (Figure 1).  Upon receipt of the RELEASE COMPLETE message, the application on the portable terminal takes one or more of the following implementation dependent actions:  shuts down the terminal; disables the ability to receive further calls; ignores all incoming calls; etc.








�





Figure 1:  Activation of SS-TM








2.  Following activation, the portable terminal disconnects and moves to a new network 


     while the Proxy terminal awaits the registration of the relocated-to address from the portable terminal.  In the interim period (i.e. following activation but prior to registration), the Proxy terminal intercepts all Calls destined to the portable terminalÕs address on the home network and takes one or more of the following implementation dependent actions: responds with a Òplease try againÓ notification; sends incoming call to a voicemail setup; simply discards the intercepted call; etc.








3.  Once the portable terminal is connected to a new network, it registers its relocated-to address on that network with the Proxy terminal through the exchange of a registerTM invoke APDU in a SETUP message and a registerTM return result APDU in a CONNECT message (Figure 2).








�





Figure 2:  Registration of Relocated-to Address








4.	Following registration, the Proxy terminal intercepts all calls destined to the portable terminalÕs address on the home network and diverts it to the relocated-to address through the exchange of a callRerouting invoke APDU and a callRerouting return result APDU in FACILITY messages, a divertingLegInformation2 invoke APDU in a SETUP message, and a divertingLegInformation3 return result APDU in a CONNECT message (Figure 3).  These procedures are similar to those used in SS-CFU to divert calls.


�





Figure 3:  Call Diversion in Terminal Mobility





5.  When the portable terminal no longer wishes to receive calls or is ready to move to another network, it deregisters its current relocated-to address with the Proxy terminal through the exchange of a deregisterTM invoke APDU in a SETUP message and a deregisterTM return result APDU in a CONNECT message (Figure 4).


�





Figure 4:  Deregistration of Relocated-to Address


6.  The portable terminal may repeat  the registration, diversion, deregistration procedures as mentioned in Steps 3 to 5 from successive locations.





7.  Upon returning to its home network and reassuming its usual address, the portable terminal deactivates SS-TM on the Proxy terminal through the exchange of a deactivateTM invoke APDU in a SETUP message and a deactivateTM return result APDU in a CONNECT message (Figure 5).








�





Figure 5:  Deactivation of SS-TM








8.  Following deactivation, the Proxy terminal stops intercepting Calls destined to the portable terminalÕs address on the home network.  Upon receipt of the RELEASE COMPLETE message from the Proxy terminal (Figure 5), the application  on the portable terminal enables the portable terminal to receive and respond to incoming calls.





Note:   If the portable terminal moves to a new network, but without having deregistered its previous relocated-to address on the network it arrived from, the registration from the new network overwrites the previous registration in order to maintain a valid relocated-to address on the Proxy terminal.





























4.  Required Modifications to H.225.0 Messaging








The following operations need to be included for activation, deactivation,  registration, and deregistration.  The portable terminalÕs unique address on the home network is used to correlate all succeeding operations until the deactivation of the Proxy.











activateTM 	OPERATION		::=


{ -- sent from the portable terminal to the Proxy terminal prior to the portable 


   -- terminal  leaving the home network





     ARGUMENT SEQUENCE


     {proxyAddress	TransportAddress,	-- Proxy terminalÕs address


       homeAddress	   	TransportAddress, 	-- Portable terminalÕs address


							     	-- on home network


       nonStandardData	NonStandardParameter	OPTIONAL,


       ...


     }





     RESULT	DummyRes





     ERRORS	{ notSupported | notAuthorized | 						  temporarilyUnavailable | proxyActive |


		  unspecified | .. }


}











deactivateTM 	OPERATION		::=


{ -- sent from the portable terminal to the Proxy terminal following the portable 


   -- terminalÕs return to the home network





     ARGUMENT SEQUENCE


     {proxyAddress	TransportAddress,	-- Proxy terminalÕs address


       homeAddress		TransportAddress,	-- Portable terminalÕs address


								-- on home network


       nonStandardData	NonStandardParameter	OPTIONAL,


       ...


     }


     RESULT	DummyRes





     ERRORS	{ notSupported | notAuthorized | 


		  proxyNotActive | unspecified | .. }


}











registerTM 	OPERATION		::=


{ -- sent from the portable terminal to the Proxy terminal once the portable terminal


   -- is connected to the new network





     ARGUMENT SEQUENCE


     {proxyAddress	  TransportAddress,  -- Proxy terminalÕs address


       homeAddress		  TransportAddress, -- Portable terminalÕs address


-- on home network


       relocatedToAddress TransportAddress,	-- Portable terminalÕs address


							            -- on new network


   nonStandardData	  NonStandardParameter	OPTIONAL,


       ...


     }





     RESULT	DummyRes





     ERRORS	{ notSupported | notAuthorized | 


		  temporarilyUnavailable | unspecified | .. }


}











deregisterTM 	OPERATION		::=


{ -- sent from the portable terminal to the Proxy terminal prior to the portable 


   -- terminal leaving the current network





     ARGUMENT SEQUENCE


     {proxyAddress	  TransportAddress,   -- Proxy terminalÕs address


       homeAddress		  TransportAddress,	-- Portable terminalÕs address


							            -- on home network


       relocatedToAddress TransportAddress,	-- Portable terminalÕs address


							            -- on new network


   nonStandardData	  NonStandardParameter	OPTIONAL,


       ...


     }





     RESULT	DummyRes





     ERRORS	{ notSupported | notAuthorized | 						  temporarilyUnavailable | notRegistered |				  unspecified | .. }


}























5.  Related Issues








5.1 Security Consideration





Although H.Secure was mentioned in the previous submission [APC 1171] as the basis for authentication and security, further investigation suggests that its applicability during the call signalling phase is limited.  Only local authentication procedures are required within the Proxy terminal to authenticate and validate the portable terminalÕs identity during the activation/deactivation and registration/deregistration procedures.








5.2 Interactions with Gatekeeper Routed Model





This is for further study.











6.   Proposal








That Terminal Mobility (SS-TM) based on the above described procedures be included as an additional supplementary service to H.323 in the absence of a Gatekeeper.

















* Contact:	Nishant Perinpanathan                                      Tel:  +1 613 765 6190


	Nortel Technology                                            Fax: +1 613 763 3585


	Ottawa, Canada	E-mail:  nishant@nortel.ca


	


� The home network refers to the H.323 network to which the portable terminal usually remains connected   


  when it is not mobile.
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